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CALL FOR PAPERS

    

   
 Important Dates: Areas of Interest (not limited to):

 

• Paper Submission Due:     24/08/2014
• Author Noti�ication Due:     14/09/2014
• Camera Ready Copy Due:       20/09/2014
• Conference Date:            26-28/11/2014

 

• Attacks against Implementations
• Data Privacy
• Tools and Methodologies
• Vulnerabilities
• Curbing Cyber-Crime

Submissions:
• All papers will be double-blind reviewed by the Program Committee on the basis of technical quality,

relevance to ATIS, originality, signi�icance, and clarity. Papers must be submitted in PDF format through
https://cmt.research.microsoft.com/ATIS2014 with a maximum of 12 pages and be written in English.

        
 

        

• Authors should use the Springer LNCS/LNAI manuscript submission guidelines for their initial submissions
(found at http://springer.com/computer/lncs?SGWID=0-164-6-793341-0)

   
• Submitted papers must be fully anonymous, with no author names, af�iliations, acknowledgments, or obvious

references. They must not substantially overlap with papers that have been published or that are
simultaneously submitted to a journal or a conference with proceedings.  

  
  

• Submission of a paper is regarded as a commitment that, should the paper be accepted, at least one of the
authors will register and attend the conference to present the work.

  General Chair:
• Professor Lynn Batten, School of Information Technology, Deakin University, Australia.

Program Committee Co-Chairs:
• Dr. Gang Li, School of Information Technology, Deakin University, Australia.
• A/Professor Wenjia Niu, Institute of Information Engineering, Chinese Academy of Sciences, China.
• Prof. Matthew Warren, School of Information and Business Analytics, Deakin University, Australia.

Associated Events:
• ATIS-SCHOOL: Workshops will be available on November 26 and 27 covering Android Attacks and Data

Leakage and Wireless Personal Area Network Vulnerabilities.
• ATIS-CUP: A competition will be published.

       
 

   
• ATIS-AWARDS: Best paper awards will be made.    

  

ATIS 2014 focuses on all aspects on techniques and applications in 
information security. The purpose of ATIS is to provide a forum for 
presentation and discussion of innovative ideas, research results, 
applications and experience from around the world.

The annual ATIS conference highlights new results and activities in 
the design and analysis of digital security hardware and software 
implementations. ATIS provides a valuable connection between 
the theoretical and implementation communities and attracts 
participants from industry, academia, and government organiza-
tions.

As well as a single track of high-quality presentations, ATIS 2014 
will offer invited talks, hands-on training in a computer lab, digital 
competitions and a special school for PhD and Master students.

APPLICATIONS AND TECHNIQUES IN
INFORMATION SECURITY

Mirror Site in China: http://atis.niuteam.cc 

• ATIS2014 proceedings will be
published by Springer's Communica-
tions in Computer and Information
Science Series, all papers will be indexed
by DBLP, Google Scholar, EI, etc.

• Selected papers accepted and presented
in the ATIS2014 will be invited for the
special issues of some SCI-indexed
journals, including Concurrency and
Computation: Practise and Experience
(SCI-indexed, ERA2010 rank A)

http://www.springer.com/series/7899
http://www.springer.com/series/7899
http://www.springer.com/series/7899
http://www.cc-pe.net/journalinfo/issues/2014.html#SecuringCyberspace
http://www.cc-pe.net/journalinfo/issues/2014.html#SecuringCyberspace

